Installing protection agents in Linux

1. System requirements for agents

Diskspace requirement for Linux: 2GB
2. Installing protection agent in Linux

i) To add Linux device go to ‘All Devices’ on the left panel, and click on Add

All devices % E ® @

No devices added

This dashboard will provide a number of customizable, dynamic widgets that give an overview
of your protection infrastructure and protected devices. Because no devices have been added
so far, the dashboard is empty. Click below to add the devices.

Add devices



i) Select Linux

Add devices >
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ii) Download will start now

CyberProtect_Agen....bin
= -

354 MB

iii) Once the download is complete, using the WINSCP client, transfer the installer file into

the Linux server.

iv) In the Linux server, run the below command to run the installer:

./CyberProtect_AgentForLinux_x86_64.bin

You may have to use sudo as per below:

-CvherProtect LgentForLinux x86 64.bi

x86_64.bin

V) You will see the initialization screen as below:



EP root@linuxtest/home/smssb - O >

Initializing...

vi) Using the tab, select Linux

BB root@linuxtest/home/smssh - | x

Component Selection

Select the components that you want to install.
Press Fl2 to see the detailed description of a component.

vii) Using the tab, go to Next and press Enter



EP root@linuxtest/home/smssh — O x

Component Selection

Select the components that yvou want to install.
Press Fl2 to see the detailed description of a component.

viii) Installation is started and you will see progress as below:

EP root@linuxtest/home/smssh — O x

Installing Cyber Protection Agent Packages

Name : gcc—4.8.5-44.el7
Size: 16777216
Summary: Various compilers (C, C++, Objective-C, Java,

Package progress

Owverall progress

3. Registering workloads manually



i) Installation will prompt you to register the machine. Using the tab, go to Show

registration info and press Enter

EP root@linuxtest/home/smssh - O X

| Cyber Protection Agent |

To complete the setup, register the machine in the Cyber Protection service.

Please do not guit the setup program until you confirm the registration!

machine

ii) Copy the registration link and open in your browser. Also note the Registration code for

following steps.

E® root@linuxtest/home/smssh - O X

Registration info

You can copy the registration link and code and perform the
registration steps on a different machine.

Begistration link:
https://sg-cloud.acronis.com/ui/#w=agentRegistration

Registration code:
CHMTB-XHGH (expires in 00:57:40)




iii) At the browser, you can click Add Devices

There are no devices to protect

"

iv) Scroll down to find REGISTRATION VIA CODE, and click REGISTER

Add devices
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Download all agents for installation in Windows: 32-bit / 64-bit

REGISTER |

V) Copy the Registration code from step (ii) and paste. Select the environment from the

dropdown option.



Workload registration

Please confirm the workload registration

i

im

CMTB-XHGH

~ % UAT environment

L uatenv-admin

vi) Click Confirm registration

Workload registration

Please confirm the workload registration

uatenv-admin

3

Workload name: linuxtest

Confirm registration ‘h
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vii) On the installation screen, you will see Installation is complete. You can Exit this.
@ root@linuxtest /home/smssh — O x

Installation Completed

Congratulations!
Cyber Protection Agent has been successfully installed in the system.

Warning: & firewall has been detected in the system.
Please configure the firewall to allow connections
to Cyber Protection Agent.




iv) Once installation is complete, you will see your machine in the All devices:

All devices E ® ©
Q search ® Quick Assist Standard v
Type Name Account #CyberFit Score @ Status Disaster recovery @ &3}
linuxtest uatenv-admin
4. Unregistering workloads manually

At the command line, run the following command:

sudo "/usr/lib/Acronis/RegisterAgentTool/RegisterAgent" -o unregister

5. Uninstalling agents
At the command line, run the following command:

Sudo /usr/lib/Acronis/BackupAndRecovery/uninstall/uninstall



